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National Incident Management System
Implementation Self-Assessment Form

The National Incident Management System (NIMS) allows for interoperability between individual governments and their personnel across the nation spanning all levels of government. The implementation of NIMS is a pre-requisite for the receipt of federal preparedness funds. 
The NIMS elements can broadly be sorted into three categories: Resource Management, Command and Coordination, and Communication and Information Management.
The NIMS is a comprehensive system that continues to evolve as lessons learned and new processes are integrated. As such, implementation of NIMS is a continual process and completion of the NIMS Implementation Self-Assessment Form is due September 30th each year for jurisdictions receiving flow-through federal preparedness funds. The NIMS Implementation Self-Assessment Form serves to identify if a jurisdiction is implementing specific elements that comprise the broader system. 
When answering the questions below, please include any relevant supporting documentation.

1: Has your jurisdiction formally adopted NIMS?


2: Provide the name and contact information of your jurisdiction’s designated NIMS point of contact.


3: Does your jurisdiction track which incident personnel require NIMS training and what trainings they have and have not completed?


4: Does your jurisdiction maintain an inventory of deployable assets?


5: Does your jurisdiction use NIMS resource typing standards for its deployable assets?


6: Does your jurisdiction use the NIMS Resource Management Process? 


7: Is your jurisdiction implementing processes for the qualification, certification, and credentialing of incident personnel using the National Qualification System (NQS)? If your jurisdiction is not using NQS, what system is utilized?


8: Does your jurisdiction conduct exercises in accordance with the Homeland Security Exercise and Evaluation Program (HSEEP)?


9: Does your jurisdiction participate in mutual aid agreements? If yes, please identify the agreements.


10: Does your jurisdiction use the Incident Command System (ICS)?


11: Does your jurisdiction use the Joint Information System (JIS) for the dissemination of incident information?


12: Does your jurisdiction use Multi-Agency Coordination (MAC) Groups or Policy Groups during incidents to enable decision making among elected and appointed officials?


13: Does your jurisdiction have an Emergency Operations Center (EOC)?


14: Are your EOC and EOC teams managed and organized in a manner consistent with NIMS guidance?




15: Does your jurisdiction apply plain language and clear text communication standards?


16: Is your jurisdiction capable of employing interoperable and secure communications within and across jurisdictions and organizations?


17: Does your jurisdiction have a process and procedures for the collection, analysis, and dissemination of information that meets your organization’s needs for situational awareness?
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